
 

DATA PROCESSING STATEMENT 

in respect of processed customer data 

 

1. Introductory provisions 
 

1.1 The purpose of this statement is to inform the scope of data processed of Concerned people, and 

the rights of Concerned people. 

1.2 A principle of data processing is to ensure the appropriate protection of personal data according 

to the effective legislation. 

 
1.3 The Controller takes responsibility that, with regards to data processing and records, they 

• ensure data security, 

• ensures the protection of the private sphere of Concerned people, 

• protects data from unauthorized access, modification, forwarding, publishing, deletion, or 

elimination, 

• provide the appropriate technical and IT conditions. 

 

2. Controller, Data Processors 

2.1 Controller 

 
Controllers as per this policy: 

Controller 1:  

Name: Festival Travel International Kft.  

Registered address: 1095. Budapest, Soroksári út 48.  

Company registration number: 01-09-991628  

Tax number: 24125262-2-43  

Executive: Balogh Balázs  

Website: festivaltravel.hu, snowattack.hu, beachattack.hu  

Email address: info@festivaltravel.hu  

Phone number: +36 70 339 6339  

Controller 2: 

Name: MEEX International Kft. 

Registered address: 1095. Budapest, Soroksári út 48.  

Company registration number: 01-09-986757 

Tax number: 23963348-2-43 

Executive: Balogh Balázs  

Website: budapestcomiccon.hu, playit.hu, mineshow.hu  

Email address: event@meex.hu  

Phone number: +36 70 339 6339  

2.2 Data Processor 
 

The list of Data Processors in a partnership with the Parties as Joint Controllers, as well as the Data 

Processors related to the Concerned Person, considering the legitimate interest of the Data Processor, is 

only emailed to the Concerned Person on their explicit request. 

 



 

3. The purpose and legal basis of personal data processing, the scope of personal data 

 

3.1 The Controller processes the personal data of the 

Concerned people associated with them in order to fulfill their contractual 

obligations. 

 
The Concerned Person must provide their personal data to the Controller in order to create a contractual 

relationship. Failure to provide personal data means an obstruction of fulfilling the contractual obligations. 

 
The Controller also processes the personal data of the concerned person based on the consent as per the 

information provided in advance. 

 
3.2 The scope of data processed of concerned people: 

 
The Parties process following the personal data of the customers (concerned people) contacting them 
during the performance of their entertainment, recreational, marketing, event, prize competition, and 
travel planning activities: 

 

a) last name 

b) first name 

c) date of birth, 

d) phone number, 

e) email address 

f) post code 

g) gender 
 

3.3 Purpose of data processing: 

 

• fulfillment of contractual obligations 

• issuing invoice 

• newsletter subscription 

• prize competitions 

• marketing activities 

• sending information regarding activities and products 
 

3.4 Duration of data processing: 

• from the service provision, 

• until the fulfillment of the contractual obligations, and issuing the invoice, 

• as long as the invoices are kept as per the Accounting Law 

• until the consent is revoked 
 

4. Rights of the Concerned Person: 

 

4.1 To get to know the data processed of them. 
 

4.2 Request information on: 

• the purpose of data processing, 

• who the Controller shares their personal data with, e.g. which of their data are 



 

forwarded to the National Tax and Customs Administration 

• how long the Controller is keeping their data in the system. 

 
The Controller may not refuse executing the request to exercise the rights of a Concerned Person unless it 

can be proven that there is no way of identifying the Concerned Person. For further copies requested by 

the Concerned Person, the Controller may charge a rational fee based on administrative costs. 

 
4.3 Request the correction and completion of their inaccurate or incomplete data. 

 
The Concerned Person may request the completion of their data via a completion statement. 

 
4.4 Request the deletion of the data processed of them. 

 
The Controller is obligated to immediately delete all data that: 

• is not needed in the future, 

• they processed with the consent of the Concerned Person, which consent has been 

revoked, 

• they processed illegally. Every data processing is considered illegal if the Controller 

did not carry it out in order to fulfill their contractual and accounting obligations, 

and if they are not obligated by law to do so. 

 
The Controller must inform everyone previously involved in utilizing the personal data of the data 

deletion as best they can. 

Deletion cannot be carried out even if it is requested by the Concerned Person if 

• the data processing is based on legal obligations, 

• its purpose is based on public interests related to public health, or is necessary because of 

• scientific, 

• historic research, 

• statistics, 

• archiving of public interest, and 

• to fulfill legal demands (e.g. child support, employment lawsuits). 

 
4.5 The Concerned Person may turn to the Controller with complaints in case of 

infringements related to their processed data. 

 
As part of this, they may request the Controller to 

• inform them how they processed the personal data, 

• correct the personal data, 

• delete or lock the personal data (except for mandatory data processing). 

 
4.6 They have a right to restrict the utilization of their personal data: 

 

• in respect of inaccurate data until the correction or completion is done, 

• if they do not consent to the deletion of their data, but data processing is unlawful, 

• if they need their personal data independently of the Controller in order to submit or realize a 

legal demand, or to protect their rights. 

 



 

4.7 The Controller informs everyone they had the obligation to share the personal 

data with of the correction, deletion, or restriction of the Concerned Person’s 

processed data. 

 
4.8 They have a right to receive the personal data recorded in a readable format in 

order to forward them to another data processor, e.g. 

new controllers or accountants preparing declarations of income. 

 

5 Data publishing right of Controller 

 

The Controller may forward the personal data of the Concerned People to an appointed external 

company, accounting office, tax administration, law firms, following this prior notification to the 

Concerned People. 

6 Data forwarding right of Controller 
 

The Controller does not wish to forward the data of the Concerned People (to third countries, 

international organizations). 

 

7 The right of legal remediation of the Concerned Person 

 

If the Controller does not fulfill their obligation in respect of any of the demands of the Concerned 

Person stated above, the Concerned Person may turn to the National Authority for Data Protection and 

Freedom of Information (registered address: 1125 Budapest, Szilágyi Erzsébet fasor 22/C, phone number: 

+36 (1) 391-1400, fax: 

+36 (1) 394-1410, email address: ugyfelszolgalat@naih.hu) with their complaints or demands of legal 

remediation, and they also have the right to turn to the court based on the location of the decision-

making. 

 

 

Effective as of: Jun 14, 2023. 

 


